Remote Diagnostics Tool (RDT) v 2.003 by APPSLIFE Limited.

Overview:
Desktop Administrators and Helpdesk staff will benefit from using this tool. No Installation is required. Free fully functional 30-day trial.

This remote diagnostics tool (RDT) was designed and written to aid in the diagnostics and overall investigation of a remote PC whilst it is on a
corporate network, without interrupting the user in their daily work. The tool was originally designed as a replacement to a few different well-known
script tools like the “SCCM Client tools” and “Dameware” as we were not allowed to use them on the corporate network anymore. “They were too
intrusive”.

The aim of interrogating information from the PC like: SCCM execution reports and Installed software lists was the main key but the tool seems to
have grown much larger than first anticipated and it now does many other helpful functions as they were requested by people over the years.

Please make sure you are allowed to use this tool on your domain and have read this help file and the disclaimer at the bottom of this file thoroughly
before continuing!

This tool was written in VB.Net which requires .NET 2.0 to be on the running Administrators PC (or server) where the tool is being run from. Windows
7 or Server 2003 R2 has this by default. This tool supports Microsoft Windows OS only running the Microsoft WMI service.

Any feedback good or bad welcome: Please email RemoteDiagnosticsTool@outlook.com. Improvements and refinements are always being made.
Please check the web for a copy of the latest version which may just have the fix or added information you requested already.

Purchasing a serial number:

This application can be unlocked by a serial number! Per Administrator = UK £10 per annum.

Please select the license amount required via the dropdown options then purchase via the PayPal website link provided ﬂ

Please email RemoteDiagnosticsTool@outlook.com if you have purchasing issues or any other questions. Thank you for your support. | hope this tool
aids your daily remote working and Administration tasks.
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Main tool functions:

The tool has been split into many tabs and buttons to ease use of functions as can be seen when launched. When you launch the tool you will be
defaulted to the HOME once you have entered the required login details. The available tabs and their functions are on the following pages:

.
- HOM E this is the main connection screen for connecting to the remote PC and to be able to interrogate it further.

) i- Input the PC number or IP Address required for connection.
= CONNECT to the remote PC.

. O

Change your connecting username and password and domain information.

] “Force a restart of the remote PC.

] O Open the \\ Remote PC \ C$ drive in one click.

= ™ Check the Antivirus version and status of the remote PC.

L] 0 Defrag the remote PC C Drive.

. ud Open the Eventlog of the remote PC.

= 0 Gather information about Microsoft’s APP-V client if installed on the remote PC, Version 4.x and 5.x
L] Connect to Microsoft’s built in “Manage Computer” settings of the remote PC.

. B Open the Microsoft “registry editor” so you can connect to the remote PC registry.

= BniTest what logon server the Remote PC used at logon.

. ©

= Connect to a Microsoft “PowerShell session” on the remote PC.

NSLookup machine IP addresses list (Sometimes laptops and tablets have multiple) you can use the IP to connect too.

] 0 RDT registry Editor, Shows HKLM and HKCU (of the logged on user selected on the HOME.)
. =

= B aunch a command window as the local system account (REMCOM) on the remote PC.

Run a Microsoft “RDP connection” to the remote PC.

= B aunch a command window as yourself (PAEXEC) on the remote PC.
= T tart-up List viewer: gives an overview of all starting actions on the remote PC (Run / Shell / network / print).
] « Task Schedule allows you to connect to a remote PC and see what scheduled tasks are setup.

=  You Can also run any command specified directly on the remote PC if required. Just enter the command e.g. CMD.EXE /C Del /F /Q
C:\temp\*.*



About

DISK

Install

gives general detailed information that used to be displayed on the HOME.

Interrogates these features:
= Get basic pc details: (Includes site, Internet Explorer version, JAVA version that is currently plugged into IE, domain, Hardware driver

versions for video and network cards, memory and OS values, Etc.

when connected to a PC via the HOME “connect” button, you can use the DISK tab to interrogate further the partitions

and what actual disks are installed on the PC. Check what free space is available. In addition, you can choose to move the
swap file to the D or E partition if the space is low on c partition. (NOTE: there is no disk space checking done for the
swap file move, if you try to move the swap file to the D partition that doesn’t exist you could make the machine NON-
bootable, use with caution!)

when connected to a PC via the HOME “connect” button, you can use the file types tab to list the machines file types.

when connected to a PC via the HOME “connect” button, you can use the GROUPS tab to list the local groups and add

domain groups to local groups.

Use this tab to connect to a server share and install (or remove) a package. There are 3 methods that can be used on this
tab. 1) Run via network (uses remcom) to run via a null session share on the network.

2) Copy down and run (uses PAexec) a custom install string of choice (e.g. Setup.exe /s) or package script (install.bat).

3) Copy down and run a custom string or choice (e.g. Setup.exe /s) or package script. This action does not use any third
party executables but may hang the RDT tool while the actions take place. Please be patient.

NOTE: The install or Remove buttons uses the A: drive mapping by default (can be changed) while it performs the
actions. Please wait for the install / remove to happen, a visible indicator runs whilst these actions are performed.

Note: User messages and pop-ups will halt the install or removal routines. Make sure there no pauses or pop-up
messages in the routines. Make sure the routines are "NOT" user interactive before running them.

Please make sure there is enough disk space for these actions before performing them. Be Warned!



Sl

Patches

Processor

Once connected to a PC via the HOME “connect” button, you can use the MSI List tab to remove a selected MSI.

Once connected to a PC via the HOME “connect” button, you can use the PATCHES tab to list any “other hotfixes” or

“Microsoft KB Patches” installed on the PC and when they got there.

shows a snapshot in time (via perf counters) of CPU usage of the remote PC. (Note: Click the button to manually refresh

the list.)

Programs & Features

PXE
SCCM

Services

when connected to a PC via the HOME “connect” button, you can use the INSTALLED SOFTWARE tab to list the installed
software on the PC (same as ADD/REMOVE programs). You can remove selected software from here by the way of a
push of a button. Also shows hidden software not listed usually (MSI removal only). Use Install / Remove tab to run
package Installs / removals or scripts etc.

this is for 1E Nomad and PXE agent diagnostics information.

when connected to a PC via the HOME “connect” button, you can use the SCCM tab to find out what SCCM jobs have

been run on the remote PC, trigger a “client action task” and many other SCCM tasks including the re-running of an
Advert (Machine based or User based).

Execution History provides a list of tried Executions whilst the Advertisements tab provides what packages have been
downloaded to the PC. View running SCCM tasks and Client information.

when connected to a PC via the HOME “connect” button, you can use the SERVICES tab to start / stop / set to manual /

set to automatic and Delete services on the remote PC. (Use caution when using the Delete Services button as this will
delete a service permanently).



TaskMan when connected to a PC via the HOME “connect” button, you can use the TASK MANAGER tab to list the processes

running on the remote PC (via WMI). You can also kill a remote process if required. (Handy for looking to see if the user
is running word2010 or excel2003)

ser shows the logged on “users” printers, what network drives they have connected and ODBC Connections the user has

setup. Also shown is what keyboard layout they are currently using.

<

NC allows the user to launch a VNC server tool which allows the administrator to connect in and remote control the PC

under the users’ session. The password to connect = RDT123. You'll give the user 60 seconds to “accept the connection”
then you will need to try to connect again. Note: if you get the error along the line of “No DSM plugin” (encryption) then
please try running the RDT as Administrator on the PC you are running it from. NOTE: This is a UAC limitation on some
locked down PC's.

< Print Screen Button this button will take a snapshot of the RDT application screen when clicked.

@ Information Button displays this help document.

Export to C5V

is seen on many pages and can be used to generate an excel export of the tabled information on the page selected. This file is
usually saved in a file called %appdata%\export.xls



Example screen shots from the fully unlocked version >

- Enter Serial Number X

Apply Serial Number

OR

Evaluate Application

o

Enter your desktop administrator account details or
use the tick box to use your current logged on user

[ | Use logged on user account credentials

USERMNAME » |

PASSWORD =

DOMAIN =

Enter Application

Note: to use the “logged on Users” details tick the box provided at launch.
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Home About Disk Execute Flype  Groups Patches Programs & Features Processor PXE MsI

DO

- 0O X
SCCM Services TaskMan User VNC

@ NAME or IP  |EEEENFN v CONMNECT 192168 200,200 I Reboot Needed @)  RestartMow? ) Input Username
Connected to > SCCM20120C Get Ernail  Administrator@SCCM.COM
User (s} = |scc:11\adminisilatur M | Get Phone  int : 12345 67350 ext - 98765 43210
Start Time 7 03/02/2016 10:33:14 Get Mobile 12345 67850
Helpdesk No. = |AEC1M v | Retrieve reference details
PC No.» |SCCM2012DC
Details > ||'—|'5234?39ﬂ | Save reference details
e N @ %]
Y\ RemotePCY C3 Check Anti-virus Software Defrag C: Drive Eventlog
'y &) & o
Gather APPVY Details Manage Computer Microsoft Registry Editor What Logon Server
@ B = -
M5 lockup (Resolve IP) Powershell (P5) RDT Registry Editor ROP (Remote Control)
- - # o
Remote CMD (As System) Remote CMD (As you) Start-up ltems Task Scheduler

Run a command on remate PC > | CMD.EXE /C DEL C\Windows\Temp\ ™™ /F /O

| @ < Run command now




@ 00 -
Home About Disk Execute Flype  Groups Patches Programs & Features Processor PXE MS5I SCCM  Services TaskMan User VHNC
- SCCM2012DC
E 192.168.200.200 Display BIOS Info Display Video Info Display Network Card Info Export to CSV
N = f~
Part of a Domain s
Domain SCCM.LOCAL
Waorcgroup
GPO Site Name Default-First-Site-MName
MNetlogon Site Mame
Froduct Name Windows Server 2012 R2 Standard
Version
System Type wbd-based PC
Maodel WMware Vitual Platform
Processor Architecture AMDE4
035 Architecturs Gd-bit
05 Language 1033
Tatal Physical Memaony 1073143808
Manufacturer WiMware, Inc.
Install Date 0470372015 19:57:14
Imtemet Bxplarer version 11.0.5600.17031
W

Information : Java version 10, x = 1.7 & Java version Tlx =18
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Home About Disk Execute Flype

E SCCM2012DC

Groups Patches Programs & Features Processor

Display Disk Details

PXE M5l

SCCM

Services

Do

- O X
TaskMan User VNC

192_168.200_200 Export to C5V

Physical Drive information

MName Model Serial Mumber Size (GE) Partitions
WAPHYSICALDRIVED VMWARE, VMWARE VIRTUAL S SCSI DISK DEVICE &0 1
Partition information

Partition Type Size (GE) FreeSpace (58) Used (5B) (%) Free (%) Used

Floppy 0 0 0 0 0

C: 3 60 a0 10 83 17

Page File Details :  Managed by System.

Tatal Physical Memaony : 1023 (ME)

Change Page File Location to D:\Pagefile.sys (Mem x 1.5) (Mem x 1.5)

Change Page File Location to EAPagefile.sys (Mem x 1.5) (Mem x 1.5)

& Reboot Required
& Reboot Required

WARNING! The "Change Page File" buttons abowe do not check disk space availability for you. They are
brutal and force remote reaistry key changes on the remote po. Flease check there is enough disk space
before moving the page file with the buttons above. Worst case is you could end up Blue Screening the PC’

and i dont believe you would wart that to have to deal with!
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Home About Disk Execute Flype  Groups Patches Programs & Features Processor PXE MS5I SCCM  Services TaskMan User VHNC

~  SCCM2012DC WSCCM2012DC Packages v |
192.168.200.200

List Folders on Share

General BxtCodes : Package1
Package?

0 = Success _
Packaged

1 = Emor Packageh

1603 = M5 emor

1605 = M5 already installed
3010 = M5! reboot required
5009 =file not found

Selected folder = |Packagel |

Drive letter to use for "Command to Bxecute” actions below. (Default = A)

Execute over network. Connect as "Local System”. Null Session shares or open shares onby! Uses third party executable REMCOMI

CnmﬂEEt: |"eg." INMSTALL.BAT "or" CSCRIPT.EXE xocoocvbs "or™ SETIUP.EXE /S | = Execute Command
Copy local and Bxecute. Connect as "™YOU" and use any network share vou have access too! Uses third party executables PAEXEC & REMCOM!
Command t w__w . .
Execute : | eg." INSTALL.BAT "or" CSCRIPT.EXE xcooc vbs "or” SETUP.EXE /5 | < Copy Local & Execute
Copy local and Execute. Connect as "YOU" and use any network share vou have access too! Uses WMI and has manual checks!
Cnmﬂetg |"eg." IMSTALL.BAT "or" CSCRIPT.EXE xoocc vbs "or" SETUP EXE /5 | = Copy Local & Execute

Mote: User messages and pop-ups will halt the install or removal routines. Makee sure there no pauses or pop-up messages in the routines. Make sure the routines are "NOT" user interactive before running
them. Please make sure there is enough local disk space for these actions before performing the above.
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Home About Disk Execute Flype  Groups Patches Programs & Features Processor PXE MS5I SCCM  Services TaskMan User VHNC

y 192168200 e Assoct
a 192 162.200.200 zet File Associations Get Associated Program Export to CSV

Application Manifest="C:\Windows \System32undll 32 exe" "C\Windows System 32%dfshim dll" ShOpenVerb Application %1 ~
Application. Reference="C:\Windows" System 32%undll 32 exe" "C:\Windows"\System 32 dfshim dll" ShOpenVerb Shortout %1[%2
batfile="%1" %~

CABFolder="%5ystemRoot %\ Explorer.exe Adlist, %], %0

CATFile=%System Root 3 eystem 32undll 32 exe cryptext dll Crpt BdOpenCAT %L1
CERFile=%5ystemRoot % system 32 undll 32 exe cryptet dll Crypt BE4OpenCER %1
Cerificate Store File =" System Root 2 aystem 32undll 32 exe cryptesd dll CryptBEdOpenSTR %1
certficate_wab_auto_file="%ProgramFiles .\ Windows Mail'wab exe” /cerdificate "%1"
chm file=""5ystemRoot % \hh exe™ %1

cmdfile="%1" 3.

cormfile="%1" %~

CompressedFolder=" SystemRoot % \BExplorer.exe Adlist, %l %0

contact_wab_auto_file="".ProgramFiles .\ Windaows Mail*wab exe" /contact " 41"

CRLFile=%5ystem Root % system 32 undll 32 exe cryptext .dll Crypt BEdOpenCRL %1

desltopthemepachfile=% SystemRoot 2 eystem 32 vundll 32 exe % SystemRoot % aystem 32 themecpl dll, Open Theme Action %21

Diagnostic. Cabinet=%System Root 3 \system 32 \msdt exe fcab "%1"

Diagnostic.Config="SystemRoot % \system 32 \msdt exe /path "%1"

Diagnostic. Document =" SystemBoot % \system 32\medt exe /path "%1"

Diagnostic. Perfmon Corfig=35ystem Roaot % \system 32 pefmon /sys Aoad "%1"

Diagnostic. Perfmon. Document =" System Root % \system 32 pedmon /sys fopen "%1"

Diagnostic. Resmon Corfig=% System Roat % \system 32 pefmon /res Aaad "%1"

docdfile="%ProgramFiles % \Windows NT \Accessories®WORDPAD EXE" "%1"

emffile="%systemroot % \system 32 \mspaint exe" "%1"

evtfile=3System Root 3 gystem 32 eventwwr exe A:"%1"

evbdile="5ystem Root % system 32 eventwwr exe A" 1"

exefile="%1" %*

Explorer AssocActionld . BumSelection="System Root % \explarer exe

Explorer AssocActionld . Erase Disc=" SystemRoot 2 explorer exe

Explorer AssocActionld . fipSelection="System Roat ¥ \explorer exe

Explorer. AssocProtocol search-ms="5ystem Root %2 \Bxplorer exe /separate. Adlist, %0 %L

Folder="System Root %\ Explorer exe

ftp="C:\Program Files*Intemet Explorertiexplore exe” %

giffile="C:"Program Files*Intemet Bxploreriexplore exe™ %

GPMGMT Mig Table="%SystemRoot % System 32 mtedit exe” "i%1"

group_wab_auto_file="%Program Files 3.\ Windows Mail'wab exe” /Group "%1" b
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Local Groups

Groups Patches Programs & Features Processor
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- O X
PXE Msl SCCM Services TaskMan User VYNC

Local User list

Members of Local Group

Administrators

|sers

Guests

Print Operators

Backup Operators

Replicator

Femote Desktop Users

Metwor Configuration Operators
Performance Monitor Users
Performance Log Users
Distribited COM Users
I5_IUSRS

Cryptographic Operators

Ewvent Log Readers

Cerdificate Service DCOM Access
RDS Remote Access Servers
ROS Endpoint Servers

RDS Management Servers
Hyper-\V' Administrators

Access Control Assistance Operators
Remate Management Users
Server Operators

Account Operators

INTERACTIVE
Autherticated Users
Domain Users

[y PR L PR I G-
SEIBCTTOM  LoCal aroups

Add Local Group {TOP} Add Local User {TOP}

Remove Local Group {BOTTOM} Remowve Local User {TOP}

P Domain Users TOP:

< {BOTTOM}

fhere =g |Users

Add Local User {TOP} into Local Group {BOTTOM} Add Domain User or Group {TOP} into Local Group {BOTTOM}

Rem Local User {TOP} from Local Group {BOTTOM} | | Rem Domain User or Group {TOP} from Local Group {BOTTOM}
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Home About Disk Execute Flype  Groups Patches Programs & Features Processor PXE MS5I SCCM  Services TaskMan User VHNC
. SCCM2012DC

E 192_16&_200_200 Other Updates Dizplaying Windows Updates Export to CSV

Hot FclD Installed On Date #  Description Caption

w March /18 7 2014 |pdate http:#/support microsoft com/ Achid=2915355

KBZ2919442 March /18 7 2014 |pdate http:#/support microsoft com/ Achid=2915442

KBZ2937220 March /18 7 2014 |pdate http:# /support microsoft com/ Achid=2937220

KBZ2539471 March /18 7 2014 |pdate http:#/support microsoft . com/ Mchid=2935471

KBZ2938772 March /18 7 2014 |pdate http:#/support microsoft com/ Achid=2938772

KBZ549621 March /18 7 2014 Huoitfix http:#/support microsoft com/ Mchid=29459621

KBZ2934520 March /4 7 2015 |pdate http:# /support microsoft com/ Achid=29534520
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Home About Disk Execute Flype  Groups Patches Programs & Features Processor PXE MS5I SCCM  Services TaskMan User VHNC
- SCCM2012DC

5 192 168.200.200 List Programs &: Features Export to CSV

SoftwareMame 4 SoftwareVersion Install Date KeyMame
_ 410 04/03/2015 {B40CB5E7-0306-4143-9AFS-DAEBDFDS4CFC)

Google Update Helper 13269 041272015 {60ECSB0A-BDAZ-ACEE-AL27-BOTADL58BACA}

Microsoft Visual C++ 2008 Redistributable - 64 59.0.20729.6161 5.0.30725.6181 04/03/2015 {5FCEED76-FEDC-37AE-B2B8-Z2ABBCEDB1D4}

Microsoft Visual C++ 2008 Redistributable - 86 9.0.30729.4148 5.0.30725.4148 04/03/2015 {IF1C2DFC-2024-3E06-BCBE-725134ADF 585}

Whware Tools 5.5.2 24596486 16/04/2015 {ECTA4BAS-3A3E-4BC2-910E-2B2BACDEBL4ET}

MSIEXEC.EXE /x {840C85B7-D306-4143-0AF9-DAEBOFD54CFC) REBOOT=REALLYSUPPRESS fgn /T*v cwindows

Uninstall software highlighted abowve using this button. (MS5I only!)
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Execute Flype

Groups Patches Programs & Features Processor

Display Process list

FXE

M5l

SCCM

Process Mame Process |D Processor Percentage Used ™
SMmss 220
spoalsy 1184
gychost 816
svchostH1 32
svchostH2 7e8
gvchost#H3 612
svchost#d 872
svchostHD Gd4
gychostHE h2d
gychostH7 652
gvchostHE 1108
System 4
taskhostex 1828
TiWarer 4388
TrustedInstaller 4592
vds 1538
vmtoolsd 1516
vmtoolsdH1 2532
wininit 384
winlogaon 412
WINS 1552
WmispSry 1852
WmiPrvSE 300
WmiPrySEHZ 4412
W

Services

Lo

TaskMan User

- 0O X
VNC
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Home About Disk Execute Flype  Groups Patches Programs & Features Processor PXE MS5I SCCM  Services TaskMan User VHNC

E SCCM2012DC

192 163200200 Gather PXE Results
IPAddress 152.168.200.200
Subnet Mask 255.205.255.0
MNomad ProductVersion FXE ProductVersion
MNormad Service PXE Service
Momad Folder Size 0
Open Nomad Folder Open PXE Folder
Open Nomad log Open PXE log

Open TfipRoot\Images
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Home About Disk Execute Flype  Groups Patches Programs & Features Processor PXE MS5I SCCM  Services TaskMan User VHNC
s SCCM2012DC

192.168.200.200 Display M5! List Export to CSV
M5! Application Name 4 Version M5 filename {E]:I;:It,-;mm;‘)m} N
Classic Shell 41.0 CAWindows'Installer536abb msi 04/03/2015 20:05:13
Google Update Helper 13265 C \Windows JInstaller, 1623 87 msi 041242015 16:14:39
Microsoft Wisual C++ 2008 Redistibutable - x64 9.0.30729.6161 3.0.30723 6161 cWindowsInstaller'115ad msi 017010001 00:00:00
Microsoft Visual C++ 2008 Redistibutable -x86 9.0.30723 4148 3.0.30723.4148 cWindowsnstaller115a3 msi 017010001 00:00:00
WMware Tools 9.9.2.2456436 CAWindows'Installer\4362d msi 16/04/2015 14:21:53

Msiexec fx ch\WindowstInstaller\113ad.msi /LY S\WindowstInstallersMSI_Remaowval.log /gn REBOOT=REALLYSUPPRESS

Select any M5I from table abowve, then Uninstall using the command here M . Log file generated = Ch\Windows\Installer\M%_Remowval.log
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Home About Execute Flype  Groups Patches Programs & Features PXE MSI SCCM  Services TaskMan User Disk Processor WHNC

s SCCM2012Client Get Cache Settings C\Windows'cemeache = 5120 MEB
192.168.200.202 Open SCCM Logs Folder Open Cache Folder Set Cache Size to = MEB
SCCM Provisioning Mode = Falze. Display Client Information | | Set Cache Directory to > |D:‘-.,S[I:M\[I:M\Cad13 |
9 Execution History I_'O Advertisements (Machine) I o Advertisements (User) | 0 Runining Jobs | @& Task Sequences | .y SCCM Remaote Commands |
List Execution History Export to C5V
PleglD Program Date / Time Run w State BExitcode Failure Reason

00 MM-Remove_APPWS_Package_From_Cache-1-50E-R1-IM 07/05/201512:23:35 Success 0
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Home About Execute Flype  Groups Patches Programs & Features PXE MSI SCCM  Services TaskMan User Disk Processor WHNC

E SCCM2012Client Get Cache Settings CAWindows'cemeache = 5120 MB
192.168.200.202 Open SCCM Logs Folder Open Cache Folder Set Cache Size to = ME
SCCM Provisioning Mode > Falze. Display Client Information set Cache Directory to = |D:\S[IIM\CI:M\Cad19 |
]_Q Execution History |D Advertizements (Machine) I_o Advertisemerts (User) | €D Running Jobs | ®.  Task Sequences | SCCM Remote Commands |
Machine Advertisements AdvlD FlkglD AdvertMame ReRun machine advert
AdvlD PleglD MName #  Size (KEB) SftVer Program Command

LUCIES PR100003 | Configuration Manager Client Upgrade Package 1657 3 Corfiguration Manager Client Upgrad... |ccmsetup exe SAuntolpgrade Upagra...
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SCCM2012DC
192.168.200.200

SCCM Provisioning Mode =

Get Cache Settings

Open SCCM Logs Folder Open Cache Folder Set Cache Size to = MEB

Display Client Information Set Cache Directory to = |D:\S[IIM\CI:M\Cad19

]_Q Execution History | € Advettisements (Machine) |0 Advertisements {User) |_0 Running Jobs | . Task Sequences | SCCM Remote Cnmmands|
User Advertisements AdviD PlglD AdvertName ReRun user advert
AdvlD PleglD Mame Size (KB) SftVer Program |ser
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Home About Execute Flype  Groups Patches Programs & Features PXE MSI SCCM  Services TaskMan User Disk Processor WHNC

E SCCM2012Client Get Cache Settings C:\Windows'ccmeache = 5120 MEB
192.168.200.202 Open SCCM Logs Folder Open Cache Folder Set Cache Size to = MEB
SCCM Provisioning Mode = Fals=, Display Client Information | | Set Cache Directory to = |D:\S[I:M\CI:M\CEIChE |
]_Q Execution History | € Advettisements (Machine) I ) Advetisemerts {Llser}l @ Rumning Jobs | @ Task Sequences | SCCM Remote Commands |
AdvlD PleglD MName State Running State

000 PR100003 Corfiguration Manager Cliert Upgrade Program Watting Disabled Motify Execution
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SCCM2012DC
192.168.200.200

SCCM Provisioning Mode =

Get Cache Settings
Open SCCM Logs Folder

Display Client Information

Open Cache Folder

Set Cache Size to > MB

Set Cache Directory to = | D:\SCCM\CCM\Cache

[=]

Execution Histony

| € Advettisements (Machine) I ) Advetisemerts (User) | €D Running Jobs | . Task Sequences

List Task Sequences

SCCM Remate Commands |

AdvTS

PkglD

Mame

Live/Published
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SCCM2012Client Get Cache Settings C\Windows'cemeache = 5120 MEB

.

SCCM Provisioning Mode =

192.168.200.202

False.

Open SCCM Logs Folder Open Cache Fo

Display Client Information

Set Cache Directory to =

Set Cache Size to = ME

D:\SCCMACCM\Cache |

Ider

Execution History

[=]

| 0 Adverisements (Machine) I o Advertisements (User) | 0 Runining Jobs | LR

Task Sequences |

SCCM Remaote Commands

Hardware Invertaory Cycle (01)
Software Inventory Cycle ()

Discovery Data Collection Cycle (Send DDR) (03)
Machine Policy Retrieval & Evaluation Cycle (21)
Software Updates Deployment Evaluation Cycle (108)
Software Updates Scan Cycle (113)

File Collection Cycle (10)

Windows Installer Source List Update Cycle (32)
Software Metering Usage Report Cycle (31)
Branch Distribution Point Maintenance Task (61)
Repair SCCM Client
Cerificate Maintenance Task (1)
REPAIR WMI
IUser Policy Agent Request Assignment (2€)

Application manager policy action (121)

Hard Reset Policy

= Trigger Action
Successful tigger of "Software Inventory Cycle’
= Trigger Action
= Trigger Action
= Trigger Action
= Trigger Action
< Trigger Action
= Trigger Action
= Trigger Action
= Trigger Action
= Trigger Action
= Trigger Action
= Trigger Action
= Trigger Action

= Trigger Action

= Trigger Action

zet Last Run Time
zet Last Run Time

zet Last Run Time

Clear Actions
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® e
Home About Disk Execute Flype  Groups Patches Programs & Features Processor PXE M5l SCCM  Services TaskMan User
. SCCM2012DC ) )
E 192 163.200.200 List Services Export to CSV
Service Mame Service Description State StartMode &
_ Active Directory Web Services Running Auto
AelookupSve Application Experence Stopped Manual
ALG Application Layer Gateway Service Stopped Manual
ApplDSve Application |dentity Stopped Manual
Appirfo Application Information Stopped Manual
AppMgmt Application Management Stopped Manual
AppReadiness App Readiness Stopped Manual
App¥Sve AppX Deployment Service (AppXSWC) Stopped Manual
Audio Endpoint Builder Windows Audio Endpoint Builder Stopped Manual
Audiosry Windows Audio Stopped Manual
BFE Base Filtering Engine Running Auto
BITS Background Inteligent Transfer Service Stopped Manual
Brokerlnfrastructure Baclkground Tasks Infrastructure Service Running Auto
Browser Computer Browser Stopped Disabled
CertProp Sve Cerificate Propagation Stopped Manual W
Select a "Service Name" from the above list before using the buttons below!
ADWS
Start Service Set to “Automatic” Set to "Manual” Use With Caution > Set to "Disabled” Use With Caution = Delete Service




® “ ©
Home About Disk Execute Flype  Groups Patches Programs & Features Processor PXE MS5I SCCM  Services TaskMan User VHNC

-y SCCM2012DC

h 192 168.200.200 Display Full Process List End selected process Export to C5V
Process Name Process |D WhoRun Exepath &)
ClassicStartMenu exe 1400 SCCMAdministrator Z:"Program Files"Classic Shell\ClassicStart Menu exe
CSres.eNe 208 NT AUTHORITY.SYSTEM
CSreEs. ENe a7e NT AUTHORITY.SYSTEM
dfars exe 1252 NT AUTHORITYSYSTEM CWindows system 32WDFSRs exe
dfssvc exe 1636 NT AUTHORITYSYSTEM C:Windows system 32 dfssve exe
dilhost exe 1848 NT AUTHORITY.SYSTEM C:Windows'system 32 dllhost exe
dns exe 1288 NT AUTHORITY\SYSTEM C:Windows system 32 dns exe
dwm exe 748 Window Manager . DWM-1 C:M\Windows'\system 32hdwm exe
explorer exe 2312 SCCMAdministrator C:\Windows \BExplorer. EXE
ismsery exe 1312 NT AUTHORITY.SYSTEM C:Windows \System 32\smserv exe
|sass exe 434 NT AUTHORITYSYSTEM CWindows system 32 lsass exe
MDM.EXE 1332 NT AUTHORITY.SYSTEM C:\Program Files x86)"Common Files'Microsoft Shared'WS7YDEBUGMDM EXE
Microsoft . Active Directary Web. . 1216 NT AUTHORITYSYSTEM C:Windows \ ADWS \Microsoft Active Directary WebServices exe
msdtc Exe NT AUTHO F-'LIT‘r"..I‘-.I ETWORK SERVICE  C: \Wnduws\SystemB?uﬂsdtc Exg
services exe NT AUTHORITY\SYSTEM
SMSS . ExE ZZ'I] NT AUTHORITY \SYSTEM
spoolsv.exe 1184 NT AUTHORITY.SYSTEM C:Windows \System 32\spoolsy .exe
gvchost exe 812 NT AUTHORITYSYSTEM CWindows system 3@ svchost exe
gyvchost exe 6hZ NT AUTHORITAMNETWORK SERVICE  CWindows'system 32svchost exe
gvchost exe 768 NT AUTHORITYLOCAL SERVICE C:Windows System 32hsvchost exe
gvchost exe 816 NT AUTHORITY\SYSTEM C:\Windows system 32 \svchost exe
svchost.exe 872 NT AUTHORITY*LOCAL SERVICE C:Windows'aystem 32 avchost exe
svchost.exe 944 NT AUTHORITYS\NETWORK SERVICE  C: \Wnduws\s:.rstern:l?\svmust e v
£ >
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Ll
Home About Disk Execute Flype  Groups Patches Programs & Features Processor PXE MS5I SCCM  Services TaskMan User VHNC
. SCCM2012DC
B oo st ose» o
Default Prirter= - THS_ADMIN =
PC Name |lsemame Prirter Connection Found
|Isemame Driveletter UMNC Metworc Path
scomadministrator “soomaphcs
|lsemame Connection Name Connection Driver Type
scom\administrator dBASE Files C\Windows'system 32 odbcit 32 dll
sccm\administrator Excel Files C\Windows'system 32 odbcit 32 dll
sccm\administrator M5 Access Database C\Windows'system 32 odbcit 32 dll
scomadministrator QDBC Data Sources




o 50 -

Home About Disk Execute Flype  Groups Patches Programs & Features Processor PXE MS5I SCCM  Services TaskMan User VHNC

= SCCM2012DC
h 192.168_200.200

Install VMC Client to C:\RemoteAssistance

[ Get the userto run = C\Remotefssistance'\ RemoteAssistance exe A VNC Server "eye" symbol will appear in the users task tray [down by the clock]

MOTE: This is an encrypted connection.

. Connect securely to client machine using the password: RDT123

Get the userto accept your connection.. "they will get a 60 second pop up windows appear”.
(You will need to try again f the user doesn't "Accept Connection™ within 60 seconds!

if the connection fails with " SecureVMNCFlugin authentication failed (no plugin irteface available)” then please try running ROT.EXE as Administrator.

Close VNC down and Delete it from users PC

Either the user can close the client {ight click the eye and select "Close YNC Connections™) or you can rematehy.
If left the client will close when the user logs off. [ runs encrypted in the user context)



Example tab generated by pressing the Get APPV button on the HOME tab:

App-V Version : 4.6.3.24870 on : SCCMXP

Cache Details Packages Shortcuts Appv 4.6 Commands

Total Size of APPV Cache =

File Size of APPV Cache =

Percentage free of APPY Cache =

Amount of APPY Cache used =
APPV Cache Location >

APPY Min Free Disk Space =

12454

100% Free.

C:MDocuments and SettingsAll Users’Documents® SoftGrid Clientsftfs fsd

09

Hemote CMD (As youl)




App-V Version : 4.6.3.248/0 on : SCCMXP

Cache Details Packages Shortcuts Appv 4.6 Commands

#  ersion Package GUID

EftPath

{(CFEACESE-7BE1-4B14-BABO-D3E... CFEACESE-7BE1-4B14-BAB. .

file://C:\Documents and Settings*Administrator SCCMYDesktop*Package. .




App-V Version : 4.6.3.248/70 on : SCCMXP

Cache Details Packages Shortcuts Appv 4.6 Commands

Shorteut 4 Version LastLaunchOnSystem PackageGUID  Loading  OrginalOsdPath
Start Listening YNC Viewer 51.0.15125 01/01/1601 00.00.00 CFeACESE-VBE... False C:\Documerts and Settings®All Users\Documents\ M3 | Ltiliy \CFEACE. ..
WNC Address Book 51.0.15125 01./01/1601 00:00:00 CFBACESE-TEE... | False C:\Documerts and Settings®All Users'Documents M3 | Utiliy {CFEACE. ..
51.015125 01/01/1601 00:00:00 CFEGACESE-VBE... |False

C:\Documerts and Settings®All Users\Documents\ M3 | Ltiliy \CFEACE. ..




App-V Version : 4.6.3.248/0 on : SCCMXP Remote CMD (As you)

Cache Details Packages Shortcuts Appv 4.6 Commands

SFTMIME command examples:

Add Publishing Server = SFTMIME ADD SERVER:"Production Environemt App-\V" /HOST ““HOSTMAMEHERE™ /TYPE RTSP /PORT 554 /REFRESH ON

Delete Publishing Server = 5FTMIME DELETE SERVER:"Production Environemt App-V™

Start Refresh of Server = SFTMIME REFRESH SERVER:"Production Environemt App-\/™"

Load Package = SFTMIME LOAD PACKAGE:{4DE133E3-B540-468F-3E7D-0B51A26CER38}

Delete Package = SFTMIME DELETE PACKAGE: {4DE133E9-B54D-462F-9E7D-0B51A26CB528)

Remove Complete App = SFTMIME REMOVE APP:"Open Options User Application 7.2.0.0" /COMPLETE

Add FileType = SFTMIME ADD TYPE:DOCK FAPF "Microsoft Word 14.3.2.0" /ICON iconpathname ACOMTENT-TYPE content4ype /GLOBAL /PERCEIVED-TYPE perceived4ype
JPROGID progid /CONFIRMOPEN NO /SHOWEXT YES /NEWMENU YES

Delete File Type = SFTMIME DELETE TYPE:DOCX /GLOBAL

Standard command examples:

Remowve Directary
Remove File

RD /5 /2 "C:\Program Files\ROT"Falder"
Del /F /3 "C:\Program Files"RDTAROTRDOT.EXE"




Example tab generated by pressing the Get APPV button on the HOME tab:

Lo

FElImm -
son

Ln

-

1860 on: SCCM2020C

Select the command you wish to copy and paste into the Powershell Conscle Window from the dropdown list below

Get-AppvClientPackage -All

-

Connect to a Powershell Console Window on the remocte machine




Example generated when Start-Up Items button is pressed:

Startup Items on @ SCCM2012DC

Login terms Run Shell Plug-ins  Internet Plug-ins  MNetwork Plug-ins  Local Print Server
SOFTWARE \Microsoft'\ Windows \CurmentVersionFun

4 Command Run at Login
Cla A

"C:MProgram Files Classic Shell\ClassicStatMenu exe” -autorun
WiMware User Process

"C:MProgram Fileg VMware"WMware Tools wmtoolsd exe” 1 vmusr

SOFTWARE Wowe4 3Z2Node \Microsoft " Windows \Curment Version Run 4 Command Run at Login

USER = SOFTWARE Microsoft\WindowsCument Version\Run 4 Command Run at Login




Startup ltems on : SCCM2012DC

Login ltems Run Shell Plug-ins  Internet Plug-ins  Metwork Plug-ins  Local Print Server

DRIVE # Shell Plug-in
DIRECTORY a Shell Plug-in
FOLDER # Shell Plug-in
PintoStart Screen C:\Windows system 32 shell 32 dll
PintoStart Screen C:\Windows'\system 32\shell 32 dll
d C:Windows system 324 Stat Menu Helpergd dil
Start MenuBxt C:Windows ' SysWowb4 Start MenuHelper32 dil

COPYHOOK 4 Shell Plug4n




Startup Items on @ SCCM2012DC

Login terms Run Shell Plug-ins  Internet Plug-ins  MNetwork Plug-ine  Local Print Server

System\CumertControl Set’\Services \Win Sock 2 Parameters Protocol_CatalogSWCatalog_Entries #  Plugdn
cl D Twindirisystem 32 wsocklib dl
v5ockets STREAM windiri system 32 wsocklib dl

System CumentControl Set ' Services ' WinSock 2\ Parameters \Protocol_CatalogSCatalog_Ertries6d a Plug4n
cl D Tewindiri system 32 wsocklib dl
vSockets STREAM windirieystem 32 wsoclkdib dll

System CumentControl SetServices '\ WinSock 2 Parameters\Mame Space_Catalogh'Catalog_Entries # Plugdn

System \CumentControl Set ' Services ' WinSock 2\ Parameters Mame Space_Catalogh'Catalog_Ertries6d a Plug4n




Startup Items on @ SCCM2012DC

Login terms Run Shell Plug-ins  Internet Plug-ins  MNetwork Plug-ine  Local Print Server

SYSTEM\CumentCortrol Set CortralPrirt ' Monitars a Diriver

ThinPrint Prirt Port Maonitor for ViMWare TPVMMan dl




Example tab generated by pressing the “RDT Registry Editor” button on the HOME:

SCCMZ2012DC “ele = CurrentUser v = administrator Refresh (F5
""" - gp E'jerrts Mame & Type Data
----- - Cortrol Pand LS EE
----- e Environment APPDATA REG_S57 C:Users Administratort App Data* Roaming
""" s EUDC HOMEDRIVE REG_SZ C:
= revboard Layout HOMEPATH REG_SZ \Users\Administrator
----- e Printers LOCALAPPDATA REG_S57 C:Users® Administratort App Data* Local
""" — Software LOGONSERVER REG_SZ WWSCCM2012DC
..... o System
B USERDNSDOMAIN REG_SZ SCCM.LOCAL
— USERDOMAIN REG_SZ SCCM
USERDOMAIN_ROAMINGPROFILE | REG_SZ SCCM
USERNAME REG_SZ administrator
IUISERFROFILE REG_S5Z CMsers® Administrator

Volatile Environment



LI

SCCM2012DC tzlzct = |LpcalMachine v Refresh (F

== CumentWersion ~ || Name ~ Type Data
----- o AccountPicture
----- v App Management { ) GEE S
----- e AppHost Comman Files Dir REG_S57 C:MProgram Files &86)"Commaon Files
""" - J;Epll':tsdel CommonFiles Dir fc26) REG_SZ CProgram Files &86"Common Files
..... s AppMo _ :
_____ s Popx CommonVWe4320ir REG_5Z C:Program Files“Common Files
----- o Audio DevicePath REG_EXPAND_S5Z | %systemroot 3 nf
""" W Authentication MediaPath Unesxpanded REG_EXPAND_SZ | %systemroot™.\media
----- o AutoRotation
..... .. BITS ProgramFiles Dir REG_57 C:%Program Files &86)
""" e Component Based Servicing ProgramFilesDir &<26) REG 57 C:Program Files &86)
----- o ConnectedSearch . o
_____ s Cortrol Panel ProgramFilesPath REG_EXPAMD_SZ | “programfiles®
..... s Controls Falder ProgramWe4320ir REG_S5Z CProgram Files
""" s DateTime SM_CorfigureProgramsMName | REG_SZ Set Program Access and Defaults
----- o Devicefccess
_____ & EvertCollector SM_GamesMame REG_SZ (Games
----- o BventForwarding
..... s Explorer
..... s Ext
----- v HelpAndSupport
..... o Hirts
----- o HomeGroup
..... e IME
----- o ImmersiveShell
----- o Installer

SOFTWARE\Wowtd32Mode\Microsoft\ Windows\ CurrentVersion




Revision Changes:

Version 2.003 = 1) Fully functional 30-day trial offered.

Version 2.002 = 1) GUI changed to Metro Interface.

Version 2.001 = 1) Added AD user buttons on Home page for Email Address / Phone numbers / mobile Number.

Version 2.000 = 1) Public Release Version supporting any PC with Dot-Net 2 installed.

Version 1.090 = 1) Encrypted serial number from prying eyes.

Version 1.089 = 1) Information updated on the Install / Remove packages tab.

Version 1.088 = 1) Removed REMCOM plain text password security issue. REMCOM Connections use NTLM security authentication now.
Version 1.087 = 1) Ordered buttons alphabetically on HOME.

Version 1.086 = 1) Added Hard Reset Policy SCCM client tools button.

Version 1.085 = 1) Added SCCM client tools buttons code (26) and (121).

Version 1.084 = 1) Changed SCCM user adverts list routine to use AD based SID detection rather than local PC (Explorer.exe).
Version 1.083 = 1) Cosmetic changes to fix full screen fitting.

Version 1.082 = 1) Added logged on user credential tick box and corrected checking for blank entries.

Version 1.081 = 1) Added RDT Registry Editor full key and value creation right click options.

Version 1.080 = 1) Added PayPal button on HOME. 2) Replaced PSEXEC with PAEXEC (commercially free redistributable).
Version 1.079 = 1) Install / Remove packages tab updated.

Version 1.078 = 1) Updated RDT Registry viewer to Editor.

Version 1.077 = 1) Added Start-up Item button and coded.

Version 1.076 = 1) Added RDT Registry Viewer.



Version 1.0.75 = 1) Added PayPal button on HOME. 2) Replaced PSEXEC with PAEXEC (commercially free redistributable).

Version 1.0.74 = 1) Added Helpdesk reference section on HOME.

Version 1.0.73 = 1) Minor cosmetic GUI re-arrangements and renaming / tidying up done.

Version 1.0.72 = 1) Fixed spurious connections issues on certain buttons if not connected to a PC. Cut initial connection test to max 5 seconds length.
Version 1.0.71 = 1) Non-Commercial Icons replace all previous part commercial and fully commercial Icons in the program.

Version 1.0.70 = 1) New GUI and layout applied for production and buttons added / moved etc.

Version 1.0.69 = 1) Changed connection check to TCP on port 3389 (RDP) and removed ping check.

Version 1.0.68 = 1) Added detection for Reader DC.

Version 1.0.67 = 1) Added PowerShell button (with included remote WINRM start) to the APPV5 form for proper Administration via PowerShell.
Version 1.0.66 = 1) Added Appv-5 detection and new APPV4 or APPV5 forms as seen screens above.

Version 1.0.65 = 1) Removed previous “.” addition to the IP address to make the tool work on Windows 8.1 and Server 2012.

Version 1.0.64 = 1) Reboot button added (with check). 2) 1E Nomad and PXE tab added.

Version 1.0.63 = 1) Fixed Java detection on PC-info tab for new java versions > 1.7.0.55 and 1.8 or above. 2) Added TNS_ADMIN detection to user tab.
Version 1.0.62 = 1) Fixed user detection on first connect button.

Version 1.061 = 1) Added User rerun Advert button.

Version 1.060 = 1) Added Machine rerun Advert button.

Version 1.059 = 1) Fixed Detica Agent detection on PC-Info tab.

Version 1.058 = 1) Added Lumensions server line detection to the PC-Info tab.

Version 1.057 = 1) Fixed x86 and x64 APPV Cache details tab. APPV Cache can now be measured properly.

Version 1.056 = 1) Added WMIFIX SCCM command.



Version 1.055 = 1) Fixed SCCM buttons remote commands.

Version 1.054 = 1) Fixed Install and Remove software buttons for Helpdesk.

Version 1.051-53 = 1) Fix the WMI cannot connect to PC that sometimes is seen. 2) Changed to Installer folder for logs.

Version 1.050 = 1) Added Office 2013 detection.

Version 1.047-49 = 1) Adobe Reader Detection on PC-INFO tab fixed. 2) Added APPV cache details tab (works for x86 only).

Version 1.046 = 1) Changed Start-up page to detect previously connected PC’s at launch. 2) Added permanent comments field for selected PC.
Version 1.045 = 1) Added Adobe reader detection for version 11.

Version 1.044 = 1) Added VNC tab with remote VNC setup for remote control of user’s PC.

Version 1.043 = 1) Few minor cosmetic appearance changes.

Version 1.042 = 1) Fixed Avecto version detection on PC info tab. 2) Added Running Jobs detection on SCCM tab.

Version 1.041 = 1) Added SCCM Provisioning check on connect. (Checks to see if SCCM jobs are halted or not) FALSE (Green) is good, TRUE (Red) is
BAD.

Version 1.040 = 1) Added Processor Usage tab.

Version 1.039 = 1) Fixed initial connection problems. 2) Moved PC info to its own tab. 3) Added User tab (Printers and Network drives). 4) Added x64
detection for certain software.

Version 1.036 = 1) Fixed / enhanced “Windows Update Detection” and “Other Updates detection” on x64 PC’s on the Installed patches tab.
Version 1.035 = 1) Added detection of Adobe Reader 11.0.00

Version 1.034 = 1) Corrected Adobe Reader blank string detection.

Version 1.033 = 1) Updated Groups tab. 2) Updated HOME to include Avecto version. 3) Added check to Uninstall (on installed software tab).

Version 1.032 = 1) Corrected “Installed Software” Uninstall button REBOOT=REALLYSUPPRESS tag added.



Version 1.031 = 1) Improved APPV tab layout and functionality. 2) Added help button.

Version 1.030 = 1) Improved the File Association detection tab.

Version 1.029 = 1) Added detection for Adobe Reader 9.5.1

Version 1.028 = 1) Added Install and Uninstall command line text entry boxes so any file can be run.

Version 1.025 —1.027 = Minor application fixes and tweaks that were asked for by people.

Version 1.024 = 1) Re-worked so application will fit to minimum laptop 1200x600 size screen.

Version 1.023 = 1) Fixed Date ordering on Installed software and SCCM Execution history tabs.

Version 1.022 = 1) Added Lumensions detection.

Version 1.021 = 1) Fixed MSI list problem. 2) Fixed “select cell” issue.

Version 1.020 = 1) Updated SCCM tab (New features). 2) Corrected MIR agent versions detection issue.

Version 1.019 = 1) Changed Install Packages on Install Page to be Universal. (I.E. enter the package directory to install from...)
Version 1.018 = 1) Fixed Group-Member detection on x64. 2) Fixed Remote Command on x64. 3) Added “Who Run” to Task Manager (as seen above).
Version 1.017 = 1) Added Appsense agent detection. 2) Made tool universal.

Version 1.016 = 1) Added to MSI tab, the Installed date/time now shown for MSI’s in the MSI Database.

Version 1.015 = 1) Fixed 32bit installed software detection as well as x64 software detection on x64 machine.

Version 1.014 = 1) Added Windows 7 x64 support. 2) Re-ordered Tabs. 3) Added colour to help button usage. 4) Updated Help File.
Version 1.013 = 1) Added Detica agent detection

Version 1.012 = 1) Fixed group membership issue.

Version 1.011 = 1) Added Disk tab.

Version 1.001 — 1.010 = 1) Primary design of tool.



DISCLAIMER

THIS RDT SOFTWARE IS PROVIDED "AS IS" AND ANY EXPRESSED OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE
IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL
APPSLIFE Limited, OR ANY OF THEIR CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY,
OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE,
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT,
STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE,
EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Without limiting the foregoing, APPSLIFE Limited make no warranty that:

i. the software will meet your requirements.

ii. the software will be uninterrupted, timely, secure or error-free.
iii. the results that may be obtained from the use of the software will be effective, accurate or reliable.
iv. the quality of the software will meet your expectations.

V. any errors in the software will be corrected.

The RDT Software and this documentation made available:

vi. could include technical or other mistakes, inaccuracies or typographical errors. APPSLIFE Limited may make
changes to the software or documentation made available at any time.
vii. may be out of date and APPSLIFE Limited, its contributors, make no commitment to update such materials.

APPSLIFE Limited, assume no responsibility for errors or omissions in the software or documentation available.

In no event shall APPSLIFE Limited be liable to you or any third parties for any special, punitive, incidental,
indirect or consequential damages of any kind, or any damages whatsoever, including, without limitation, those
resulting from loss of use, data or profits, whether or not APPSLIFE Limited has been advised of the possibility of
such damages, and on any theory of liability, arising out of or in connection with the use of this software.

The use of the software is done at your own discretion and risk and with agreement that you will be solely
responsible for any damage to your computer system or loss of data that results from such activities. No advice or
information, whether oral or written, obtained by you from APPSLIFE Limited, shall create any warranty for the
software.



